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1. Protocol
2. Identity
3. Dictinoary
4. Brute
5. KeyLogger
6. Manager
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Weak Password Practices:

Make common passwords.

Include personal info.

Indicate your phone number.

Use your social security number.

Provide your personal contact info.

Provide kids' or pets' names.

Use common words.

Save passwords in web browsers.

Strong Password Practices:

3. Use upper and lowercase letters.

5. Use different passwords for every site.

7. Change the formula/your passwords.

10. Do an overhaul.

13. Employ a password manager app.

14. Create a unique password formula.

17. Combine numbers and symbols.

18. Create something unique.

Use eight or twelve characters.

Mix all up.